
Networks II

Modelling Complex Systems

Some of this lecture is adapted from: 
Albert and Barabasi, Reviews of Modern Physics 74 (2002)  
M. Barthelemy, Physics Reports 499 (2011) 
Newman, Networks (2018) - ebook available Uppsala University Library 
-previous slides of David Sumpter.



 

Modelling Networks with (random) graphs
• Lattice graphs 

• Erdos-Renyi random graph/Binomial random graph 

• Chung-Lu random graph 

• Configuration model  

• Preferential attachment model 

• Geometric random graph 

• Random hyperbolic graph/KPKVB model  

How well does the behaviour of each model replicate that in real networks?



Recap- 
Five (of many) network measures
• Average degree 
• Degree distribution 
• Mean path length 
• Clustering coefficient *  
• Maximum modularity/  

Community partitions 
What values do these take in real networks?



Real networks
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Degree distribution
How many people follow you on Twitter.

Degree distribution p(k) tells us how the connectedness varies between 
nodes
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Degree distribution
How many people you follow on Twitter.

Degree distribution power law - p(k) = k^{-\alpha}   Newman ‘Networks’ 2018



Network Measures
Clustering coefficient 
• C =       6 x number of triangles 
                    number of paths of length two 

    = probability that nodes a and b are connected if both have a 
common neighbour c 

• High in social networks. You are friends with your friends 
friends. 
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Graph has 2 triangles and  
16 paths of length two.   
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Lattice networks

•  All internal nodes have the same degree 

•  High C        (~ constant) 

•  High mean path length (increases as n1/d) 



Erdös-Rényi Random graph
Every pair of nodes i,j is connected with     

probability p. Total of n nodes  

• Binomial degree distribution, c = p(n-1) 

•  Low C          = c/n 

•  Low mean path length l  ~ log(n) 

Random graph process  
Start with n vertices with 0 edges. Each step add 
a missing edge.  



Erdös-Rényi Random graph

- Degree distribution ….  



Erdös-Rényi Random graph

- Not a realistic model but good toy model 

- Serves as a null model 
A differentiation between graphs which are truly modular and 
those which are not can ...  only be made if we gain an 
understanding of the intrinsic modularity of random graphs. 
-- Reichardt and Bornholdt  



Erdös-Rényi Random graph
- Serves as a null model 



Configuration Model
Start with degree sequence d_1, … d_n 
Place d_i half edges on each node 
Choose a random matching of half edges 

Serves as a null model. 



 

 

Random Geometric Graph

Tobias Muller

500 points. r=0.03, r=0.06, r=0.09

• Place n points uniformly. Join any two vertices 
with distance less than r. 



 

 

• KPKVB model - random hyperbolic graph

• Hyperbolic plane curvature -alpha^2

Müller and Fountoulakis, Law of large numbers for the largest component in a hyperbolic model of complex networks, 2018



 

 

• KPKVB model - random hyperbolic graph

• Krioukov-Papadopoulos-Kitsak-Vahdat-Boguñá 

• Power law degree distribution 

• Clustering coefficient 

• Hard to prove results in this model 

Müller and Fountoulakis, Law of large numbers for the largest component in a hyperbolic model of complex networks, 2018



Real networks



Small world network
•  Watts & Strogatz model interpolates between a 

structured and random network 

•  Low diameter + high clustering = small world

Watts and Strogatz, Nature 393 (1998)



Power law network 



Power law network 



Power law network 

• Robust to random 
failures.  

• Susceptible to attack

Links removed

Network w



Friendship Paradox

https://opinionator.blogs.nytimes.com/2012/09/17/friends-you-can-count-on/




